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T WILL COME as a b|g surprlse to

most readers that bugging is not in

itself a criminal offence. Plant an RF'

bug in an office during: workmg hours,
listen in on -highly confidential
discussions and, the worst that 'you'll
" be got for — if you're caught — i
operating a transmitter without a

licence. Technically you could also be |

had for Ilstenlng to "an ‘uriauthorised
transmission’ but we know.of no such
prosecutlons. ] o

. K

i JLispses gese, wuian,
|al!: 20 nldy hun L1 urlty auvlces numma!!e
surveillance recelvet, mictophon; lo
tadlo-mEics. tolephone ooerdted devtul (lntinur-
hmnunlcn elc,}, electronio atethoscopes and'+
ny - more.

- .The Younger Committee on
Privacy which reported in 1972 quite
rightly recommended that buggingiin
any form should:bé an offence, in
Jitself, but it has not yet been acted
" upon.

.
'How serious is bugging?

[n researching this

are prepared to discuss ‘the subject
and none would agree to having their

comments personally attnbuted Try‘ "

CARVED WDDDEN EAGLE DESIGN
RAISED ON FHIS PLATE

e

SUPFDHTING HING
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BACK OF SEAL

feature - we’
found ourselves continually coming-
up against stony silence — few people .

SOFTINSULATINGAND

|
-q— ML METAL ol;.mnnuu

= HDN-CUNDUCTIVEI.NSULATOH '

% WAVE WHIP AT 330 MH2

CARVED wWOOD

- There appears to be Ilttle control in Britain over the manufacture and sale uf buggmg
devices. ETI has been investigating the current situation.

to talk to a.company that's advemsmg
bigs and ten-to-one he'll tell you he's
now stopped but he will supply you,
‘with equipment to “sweep’ your office’
{the technical term for flndlng other ‘
) peop!e s bugs).

it is possible to get some idea of
the scale of things however. There are

‘about ten companies in Britain openly-

advertising bugs — most of them
appear to be very small. Even so this
indicates that sales aré unlikely to be
worth less than £100,000 a year and

_since bugs are cheap, literally

thousands are sold every year.

Most technical publications. (this
includes ETI) refuse to accept
advertisements for these devices on

- .

the grounds that they are undesn'able
not because we are not allowed to,
- Where, are these bugs.used then?
We suspect that the overwhelming
number are bought as toys and not.for
any devious purpose but this still
leaves probably several hundred that

-are bought for their stated purpose: of
‘listening in -on other people’s

busmess

UNSCRAMBLER SUPEH SALE: Qurfamous Gode Bmakur'
works with all scanners and lunes all scrambla frequencies
only ¢wswecs COD's (501) MMM Mal| ordars 0:

The vast majority of businesses are
operated decently and hanestly-but in

every sphere it is very useful to know

., . < -
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Arrangement of an infinity
transmitter used to eaves-
drop ‘on sounds in 2 room .

; ,rhausands of miles away
using the telephone as the
m:crophone

Exploded view of the US
Great Seal presentad to the
American Embassy in’
Mos_cow in 1845, This in-
genious device was passive
in operation and could not
be detected by most of to-
day’s anti-bugging eqmp-
ment. When you appreciate”
that this was devised 33
. years ago it makes one
. wonder how sophisticated
. . .. modern-day intelligence
., equipmentmustbe. %
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about your competltors busmess
"There are several ways of finding this
out, the commonest is to head-hunt a
senior employee but his information is
quickly out-of-date once he has left.
Even- knowing, what's .going on in
R&D has serious limitations since
even the staff in thése departments
don‘t know if their work will

.eventually get into production.

‘Bribery has been tried but you run.
the very serious risk of meeting one of
the 95% of employees who would
report it to their boss.

Buggmg is anonymous. Even if the
bug is found, it’s aimost impossible to

. find out who planted it and " since the

i
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Thls telephone insert fooks preuy standard In
fact it contains an FM radio transmitter with a
range of several hundred metreés. =

i
risks to a company initiating bugging
are enormous, mlddlemen are almost
always used

a t 2 nlh bu hl h tabl

FM ?‘mmiu‘éﬂf i p Tl g ——

-Minlbeg, tinfer lhnn m FRORA,
not MIB. uad

{or uack, Dest value_avdilsble, sae for delllln g

Sweepmg

Many, if not most of the companles

sellmg bugs will also supply sweepmg
eqmpment — after all-a radio signal is
easier for someone close to the
transmitter to pick up than it is-for
someone a hundred metres away — or

" is it? First you don’t know what

frequency it's operating on. It could in
theory be from 50 kHz (though the
antenna would be a problem} up to
several hundred megahertz. OK, use
an untuned circuit but then what do
you ;d,o "about regula’r r’a_diq_ and TV

EARS ‘

broadcasts? If you set the frequency
of the bug close to that of a powerful
FM station it's difficult to sort out the,

T iwo.

‘The makers of the equ:pment are
highly secretive about..

technicalities; 'they claimed,; perhaps
with some justification, that it you
know how the § Sweeping is done, its all

won't be picked up. We believe many-
of -them employ a howl-round
technlque — put a recejver near a bug

which w1ll go into oscmatlon

Micrs . trasiminery, m:!w s, -slectranic
""f‘.':um”' Siabis? “lm;.e él,&uesl.fmp”lo iy
errnted o ulnlom: {ocal agepts 11 raany Brear)

Internatnonal Esplonage ;
Although companies will normally-
skeep quiet about attempts-to bug
them, Governments delight in
exposing the failed attempts

The American Embassy in-Moscow
recently announced that they were
being subjected to extremely hrgh

A small bug openly advertised in Britain.
Claimed to have a range of 200 metres with a
5 Q-ho'urbartery Iife, it retails for under £40.

their -
techniques and not one would discuss

the, easier to use a technique which

and you'll set up an, aud:o/RF loop

The size of thrs bug dan be judged from the PP3-
battery plug. It is claimed to have an oulput of
300 mW which.the makeérs claim is-good for §
miles and can be supplied with any frequency in
the range 84-150.MHz. We have no way of
venfymg these clafms, prrce is about £ 1 6

power,-high frequency radio sig‘nals
It was of such a magnitude that.it was
even suggested that it wasan attempt
delibérately to make the staffill, It i is
now thought far more likely :that ‘the
RF:‘signals: were being used. to
recharge battenes i hugs w:thln the
building.

In 1945, as a gesture of good quI
the Russmns presented the US
Embassy in Moscow with a beautiful
wooden carving of the US Great Seal.
After several years it was discovered

that that this had built into it a

wonderfully simple bug. Inside the

seal was a copper cavity coupled to an

antenna; one end of the cavity .was
covered by a thin metal diaphragm.’

. The-bug was activated by:an
external RF signal (in fact 330 MHz)—
this made the cavity resonate but.the
diaphragm caused the reradiated"
signal to be modulated and this to
relay conversations near the Seal.

This could still have been in op_eratio_o

DISSEC'I'IHG A BUG

THE RF BUG _shown in the
photograph is a home-brew one that
came.into ETIl's possession. The
circuit was openly: published- in a
British .book a few years ago — we
show the circuit-as well although we
have not, nof will we, provide any .
component values. (Since there are  built for dbout £3! .
several .variables we do not suggest ey
you ‘suck-it- and-see g = _"ml

Although a.DIY. circuit, it wouid
seem that virtually all the smaller or
“simpler bugs are of similar complexity
or even similar circuitry.

This bug operates anywhere in the
87 MHz:108 MHz range and despite
the. simplicity and low battery- drain
{only a few milliamps) it will transmita
fair quality signal for several hundred ,
metres in most areas and at least 30 ,, -
metres even in-heavily built-up areas ©

with steel-frame bmldmgs like clty
centres.’ E
.The microphone will pick up
normal speech at 10 metres qmte
easily. The performance, frankly, is
worrying — because of the
effectiveness — and the unit can be

" Complete circuit .o.f a VHF
bug which can be built for
only a few pounds

+
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* this would -then have been slightly
modulated by the sound inside the

if some British technicians had not
stumbled across the signal by
accident. A thorough subsequent
‘sweep’ of the US Embassy brought
to light no less than 60 other devices)
It is hardly surprising that British
Intelligenice Services are involved as
well. The Russian Embassy in London
moved a year or so ago and when
access to-the building became
possible it could be seen the lengths
to which the Russians went to prevent
gavesdropping, even to having built a
room within @ room. Various, bits of
information ‘have leaked out that
Intelligence Services were directing a
low power laser at the window glass;

room and the reflection picked up,
could detectthis. e

MICRO MINI MIKE - g

WIRELESS MICROPHONE L
World's smalfest; solid state, self-centain- 8
ed, Picks up and transmits most sounds [ P

without wires up to 300 f. through FM Ra- [l
dio. Use as mike, ampl, alarm & alert sys. gy
hat line, baby silter, ete, Money back guar,
.BIA, MIC cds, COD ok, weislill plus et

post, & hilg. Medemesiiet, Mall orders J

sI2E
a2 B e

One of the techniqhes which has
recently come to light is that of 'RF’
flooding” of a telephone. Even when
the phone is on the hook, the RF can
‘jump’ the contacts. This is then

Acea

pFo
Ve
reiustally: bad, for ‘picking’
ound. Favourite sites reported 10 us dre;
f-low- presstire: aiv-conditionlingi¥ent:
-and behind radiato )
: sticky ‘pads ‘ander 3 desk;
¥hich would.not be notice

1

A simple;séarch ig:best dnd:most bugs
will be discavered inless a tfug expert has

o

the novelistswhc seem to _
ominous_clicks’. after.the-telephone ]
lifted is ‘a cértain indication that they
in unwanted-listener on thé 1

modulated by the microphone and &

can .be picked up. As it can only be

used with single lines, a switch-board

defeats this technigue. ]

_ The other phone tapping

technique, the ‘infinity transmitter”. is

also made useless with a switch-

board. Many company executives use.

. direct lines for security whereas the

swifch-board itself is a- pretty good
defence against some techniques.

ﬁ'ﬂ-a-hurlu‘ transmiters
Xy, sutsiending vaiue eaiy-build Klls in:
mtcmﬁ%onu PCE ant all elccironic compononts,
all V. ré;l"ﬂl tunable 70-150 mhz FM4 30x76mun
400 . ony MR inclusive: FM5, 20x3(mm
1,200 yards, smm 3

eween FMADG, SOI7
sammtp ofher kits available, {ncluding test~gear,
voice bwitches and enteriainmept audio, send
cwo or.sae for dotafled price Jist to:

jrom=——"

- ‘Equipment Available
Laws in many countries have failed
to keep pace with technology but it is
ironic that most of the really’
sophisticated equipment being made
" priginates in the US — the very place’

a

not llcenubg - N
ado,

with the strictest laws against
bugging and phone tapping. This
could be because the problem there is
greater but no amount of legisiation is
going to_ preverit the availability of

gquipment — the profits are.too great. . '

UNSCRAMBLE CODED MESSAGES from Police, Fira and .

Modical Channels. Sama day service, Satisfaction guaran- :
load, DT S R -

s

The range of equipment is so -

" varied and the interest so keen thatin -

the Spring of«1977 a full scale
exhibition of both bugging and anti-.
bugging devices was held in West
Germany — a country which

At first sight an ordipary pen but look closer.
Despite its size it has everything incorporated
and will-put out a signal over 100 metres for -
three days on one set of batteries.

&-channel transmitter operating on VHF or short

wave s supplied — there is a matching

receiver, Also included is a cassette recorder
mains operation facilities. ’

incidentally bans sales : . . except if it
is marked- as "Export Only'.- It's
surprising how many retail outlets
regard themselves in this field! -
The Future r
However _superior anti-bugging
waysof eavesdroppingelectronicallyis
so varied and the techniques
developed-for keeping the devices
undiscovered so ingenious, it'seems

Legislation may not stop bugging
hut it can raise the risk factor to such a
level that those practising it will think
carefully. ETl

¥ E MICRO
.7, ELECTRONIC
TRANSMITTER
Recelve on a YHE Radle
mus for Security, entere
H .

talnment, warn!
" TIWiaRIng 10 Bird

any-
td ar d we,r eic. Uscs PP3
med). Completely scll-cone
siatorise nted “efrcult,*
operate gwilch on, no other conections. Used { .
_4+]] World wide, Guaranteed. Latest model mow
Semsitier : y Wk
itter - . L
(U required, sullable.pocket receiver Maimm
'u.w
* Dokt
fe— e e ]

7
;

Send 8:p stamhp for Catalogue of Many sl I
davices. .. Lirence hoi avatlable in UK.

ETI is not prepared' to answer any

-queries, for whatever reason, on,

the-circuit components or as to the

availability of the '-equipment-l

.shown in this feature.

A real spy kit advertised for ‘the pmf:éssfobél 25

eqhipment becomes, the number of |

that bugs‘and bugging are not likely
1 to become any less of a problem. ’



Welcome to the worid of "forbidden" information. This brochure will intro-
duce you to our very special line of reading materials, but these are just
two of many more, fascinating, hard-to-find books on unusual subjects, (CIA
training manuals included), listed in our illustrated, 24-page catalog--

THEXINTELLH GENCEXLIIBRARY

We sell the books you've heard about but can't find in bookstores because
of their controversial nature. Unlike most book sources, we practice the prin-
ciples of The Constitution by NOT deciding what you should read. If you are
old enough to vote and be drafted, YOU decide that! Our business is unusual
information and we are at the service of the Free American citizen. You will
find that our product line includes the best books, manuals and reports avail-
able on the subjects of:

ELECTRONIC SURVEILLANCE LOCKSMITHING & LOCK TECHNOLOGY

SECURITY EXPLOSIVES and DEMOLITIONS i
POISONS FIREARMS AND SILENCERS

SURVIVAL HOME-MADE DEFENSIVE WEAPONS

SPECIALIZED ELECTRONICS “STREETWISE" SURVIVAL SKILLS

INVEST {GATIONS THE COVERT SCIENCES

If you tend to be timid or narrow-minded our materials possibly will offend
your sensitivities, therefore we do not solicit your patronage. But if you
are one who appreciates the uncommon, enjoys learning about the real world
of intelligence, covert and undercover activities, crime and Iintrigue, yvou'll
be glad you found us. Your privacy is assured and your satisfaction with
our products is guaranteed.

There are two ways to get The INTELLIGENCE LIBRARY: Order it separately
and pay two dollars, (to cover our cost and First Class mailing), or order

one, (or both}, of the two, excellent titles described in this brochure and
The INTELLIGENCE LIBRARY wil! be included with your order.

So, if you want to break away from the world of dull, routine reading,
just fill out the coupon below and get ready for reality!?

i

lﬂﬂﬂIMHImlﬂlllHHH““IH!IEHH!“I‘HIIBIIIﬂlllHIIHEllIEEIIIEHHIHEIIIHIIIIIIIHIIHHl!ﬂlIHIIIIIIIHHEIHH'

MENTOR PUBLICATIONS
135-53 Northern Boulevard

Flushing, New York 11334 Date:

Send the items checked below: H
_____The ILLUSTRATED ART OF LOCK PICKING $7.95%%
____ ELECTRONIC SFPYING : $7.95%%

The INTELLIGENCE LIBRARY, {(only) $2.00, (postpaid)

#* Add 75¢ per book for Fourth Class postage, or $1.30 per book for First Class.

ZiP~




© WIRELESS TRANSMITTERS, (radio bugging devices.)

€ “"BUGGED" APPLIANCES, (lamps, ashtrays, etc.)

€d HOW BUGGING DEVICES ARE INSTALLED-- and where.
€ WIRED MICROPHONE BUGS, (extremely common.)
€ HOW AN ORDINARY TELEPHONE 15 USED TO BUG A ROOM.
The notorious "INFINITY TRANSMITTER." Arn ingenious device which en-
ables an eavesdropper to listen to the slightest sounds in any room where a
tiny device is concealed, simply by dialing the telephone number from any

other telephone and sending a special tone over the lines.

€} BUGGING BY VOICE-CONTROLLED TAPE RECORDER. (Voice-controlied tape
recorders are now legally available!)

L ISTENING THROUGH WALLS, ({(the "spike-mike," etc.)

HON-PREMISES" and "OFF-PREMISES" TELEPHONE TAPS.

TELEPHONE WIRING, (an education in itself.)

RECORDING TELEPHONE CONVERSATION, (now legal in many areas.)
TRANSMITTING TELEPHONE CONVERSATION TO AN ORDINARY FM RADIO.

TBARGAIN BASEMENT" WIRETAPPING AND BUGGING BY SUSPICIOUS SPOUSES,
{o pre-divorce ‘'dirty tricks," an extremely common activity.)

€ THE AMATEUR SPY.

.. and more.

This easy to understand book provides more information than is
available from many, six-hour security seminars costing hundreds of doliars.
It is not a technical book, but it does a fine job of explaining an otherwise
complicated subject', in ordinary, down-to-earth terms.

If you are one of those who hears about electronic surveillance and
wonders how it is done, EHEIALUERIIGEIRANTE is the book you've been looking
for! taseypeesats

TARLEY THLEPOUE
l ICOVE & AEWRIyI G I
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As the disturbing realities of Big Brother technology become more and more appar-
ent, through an increasing number of news reports of wiretapping and other forms
of electronic surveillance, even the most ordinary citizenm is beginning to wonder
if it is '"safe' to talk on the telephone and if his or her most intimate, private
conversations and actions are secure from deliberate eavesdropping. The truth is
the ordinary citizen would be astounded to know how easy it is for anyone with a
little motivation and simple know-how to listen to and/or make tape recordings of
the private conversations and activities of others.

Electronic surveillance once was a secretive, mysterious, "dark science," which
was practiced only by extremely knowledgeable technicians and specially-trained
intelligence operatives, but this is no longer true. Because of the phenomenal
growth and development of electronics technology it is now possible for anyone with
the slightest motivation to tap a phone line, or bug a room, with the aid of a wide
variety of inexpensive, readily-obtainable gadgets—-- most of which are purchased
openly from electronics dealers or by mail-order. This is an era of amateur spying,
in which countless thousands of corporate boardrooms, ordinary bedrooms, "private"
offices and telephone lines are being efficiently monitored, both by professional
operatives and novices alike, some of whom barely understand how a flashlight works!

WSPIMRIREN[E is the non-technical reader's most fluent source of information
on this sensitive, secretive subject. It describes a wide variety of devices and
how they are used, dispelling the myths and clarifying the realities of the very
real threat of privacy invasion. This is a no-nonsense, "nuts & bolts" material,
written in plain language by an experienced counter-surveillance specialist. It
contains many photographs and illustrations, but no complicated schematics or theo~
retical text.

Unlike other, "suggestive' materials on the subject this book is quite explicit,
showing exactly how bugs and wiretaps work-- and how they are used by amateurs as
well as expert spies. One chapter is devoted to a very simplified explanation of
telephone wiring, leaving no question as to how vulnerable it is to tapping, cxactly
how it is done, and the incredibly simple devices used to do it.

This material is unusually graphic, therefore the reader is warned that any form
of electronic surveillance, even the secret tapping of one's own telephone lines
or the bugging of one's own home, is illegal. This book is offered for information~
al purposes only, with the objective of defensive security in mind. Actual use
of the information it contains would be unlawful, except in the process of court-

aut horized investigations. k5

; \\h The following page contains a listing of some of the subjects covered:




This book Iis the single, most authoritative source of information
available on the highly secretive subject of lock-picking. It has become a
widely recognized, valuable educational reference for thousands of student and
apprentice locksmiths. It was selected as the textbook for an accredited trade
school course, it has been a fong-time favorite of many investigative, secur-
ity and law-enforcement professionals, and it is used in the training of the
most sophisticated intelligence operatives in Government service.

It is a fact that more than 90% of the locking devices currently used
in America, (the conventional '"pin-tumbler" type), are extremely vulnerable
to picking because of an inherent flaw in their basic design! This fact is
commoniy known to the lock manufacturing industry and all professional lock-
smiths. Only the consumer, the user of these relatively insecure devices, has
been kept totally un-informed of this important, commercial "secret."

Opening these devices without a key is in many cases a fairly simple
procedure, often possible within a few seconds, for anyone who understands
the '"secret" flaw in their ingenious, but fallible mechanism: This excellent
book clearly reveals that secret and describes the classic techniques of lock-
picking in exhaustive detail, in plain language, through easily comprehens-~
ible explanations which are amply supported by many illustrations and photos.

In addition, hes i liustrateds ar o i egaicontains separate,
step-by-step lessons on disassembly and reassembly of the pin-tumbler cylin-
der, a simple, but foolproof method of developing expert skill at lock-picking,
and full descriptions of the clever, mechanical devices sometimes used for the
purpose, including the pick-gun, vibrator picks, the "snapper," etc. Finally
there is a fully illustrated description and explanation of the rapid method
of opening these cylinders by drilling the core with a cordless power drill.
(This book describes the right way of doing it.)

We unconditionally guarantee this to be the most informative book of its
kind in existence and a remarkable value at the low price. There is no trade
or correspondence course that teaches more about lock-picking than this book
does—-~ and some teach less.
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Countersurveillance

Never before has so much professional infor-
mation on the art of detecting and eliminat-
ing electronic snooping devices—and how
o defend against experienced informa-
tion thieves—been placed in one VHS
video. If you are a Fortune 500 CEQ, an
executive in any hi-tech industry, ora
novice seeking entry into an honor-
able, rewarding field of work in

countersurveillance, you must
view this video presentation
again and again.

ORDER LINE—1-800-522-6260

Wake up! You may be the victim of
stolen words—precious ideas that would
have made you very wealthy! Yes, profes-
sionals, even rank amaccurs, may be lis-
tening to your maost private con-
Versations.

Wake np! If you are nor the victim,
then you are surrounded by countless vie-
tims who need your help if you know how
to discover telephone taps, locate bugs, or
“sweep” a room clean.

There is a thriving professional service
steeped in high-tech techniques thac you
can become a pare off! Buc first, you must
know and understand Countersurveilance
Technology. Your very first insight into
this highly rewnrding field is made possi-
ble by a video VHS presentation that you
cannot view on broadcase television, sar-
ellite, or cable, It presents an informative
prograrn prepared by professionals in the
field who know their industry, its tech-
niques, kinks and leopholes. Men who
can tell you more in 45 minutes in a
seraigheforward, exclusive talk than was
ever attempted before.

Foiling Informartion Thieves

Discover the targets professional
snoopers seek out! The prey are stock
brokers, arbirrage firms, manufacturers,
high-tech companies, any comperitive
industry, or even small businnesses in the
same community. The valuable informa-
tion they filch may be marketing strac-
egies, customer lists, product formulas,
manufaceuring techniques, even adver-
tising plans. Information thicves caves-
drop on courc decisions, bidding
information, financial data. The list is
unlimited in the mind of man—es-
pecially if he is a chief!

You know that the Russians secretly
installed countless microphones in the
concrete work of the American Embassy
building in Moscow. They converted
what was 1o be an embassy and private
residence into the most sophisticated re-
cording studio the world had ever

known. The building had to be torn
down in order co remove all che bugs,

Stolen Information

The open taps from where the informa-
tion pouss ouc may be from FAXS, com-
puter communications, telephone calls,
and everyday business meetings and
lunchtime encounters. Businessmen need
counselling on how to eliminate this in-
formation drain. Basic telephone use cou-
pled with the users understanding that
someone may be listening or recording
vital dataand information greatly reduces
cthe opportunity for others to purloin
meaningful informacion.

The professional discussions scen on
the TV screen in your home reveals how
to detece and disable wiretaps, midget
radio-frequency transmitters, and other
bugs, plus when to use disinformation to
confuse the unwanted listener, and the
technique of voice scrambling telephone
communications. In fact, do you know
how to look for a bug, where to iook fora
bug, and whac to do when you find it?

Bugs of a very small size are casy to
build and they can be placed quickly ina
maccer of seconds, in any object or room.
Today you may have used a telephone
handser that was bugged. It probably
contained three bugs. One was a phony
bug to fool you into believing you found a
bug and sccured the telephone. The sec-
ond bug placates the investigator when
he finds the real thing! And the third bug
is found only by the professicnal, who
continued to search just in case chere were
more bugs.

The professional is not without his
tools. Special equipment has been de-
signed so that che professional can sweep
a room so that he can detect voice-acei-
vated (VOX) and remote-activated bugs.
Some of this equipment can be operated
by novices, others require a trained coun-
tersurveillance professional.

The professionals viewed on your rele-
vision screen reveal information on che
fatest technological advances like laser-
beam snoopers that are insralled hun-
dreds of feet away from the oom chey
snoop on. The professionals disclose chat
computers yield information too easily.
This advertisement was not written by
a countersueveillance professional, bue by
a beginner whose only expericnce came
from' viewing che video tape in the pri-
vacy of his home. After you review the
video carefully and understand its con-
wnrs, you have taken the first important
seep in either acquiring professional help
with your surveillance problems, or you
may very well consider a carcer as a coun-
tersurveillance professional.

The Dollars You Save

To obtain che informarion conrained in
the video VHS cassecte, you would actend
a professional seminar costing $350-750
and possibly pay hundreds of dollars more
if you had to travel to a distant city wo
attend. Now, for only $49.95 (plus
34.00 P&H) you can view Comntersnr-
veillunce Technigques at home and take
refresher views often. To obeain your
copy, complete the coupon below.

---"--M-.H--ﬂ_--Hﬂﬂ‘“ﬂ_ﬂﬂh‘
RADIO-ELECTRONICS VIDEC OFFER RE 1
300-B Bi-County Bivd, {
Farmingdale, NY 11735 I

I

Please ruth my copy of the Cauntersunveillance Techniques
Yideo VHS Casserre for $49.93 plus $4.00 for pastageand 1

handling. ;
No. of C ordercd .
Amuunt of payment § 1
Bill my O VISA [ MasterCard :
Card No. 1
Espire Date ! :
Sig 1
Name :
Addrss 1
City State zIp =
AN payments in U.S.A. funds. Canadians add $4.00 per :
VS casseeee, No foreign oeders. New York Stare rsidents .
add applicable sales tax.

‘---—-----------—--------—-’-J

CALL TODAY TO ORDER 1-800-522-6260

0661 HIGWIAON

w
w



NENFSUUCANNET UEEGLIULS, YNGR SCId[ILNgly, uliuaudl
kits, CAPRI ELECT&ONICS, Rdute 1 n, GA
T S

THE Intelligence Library—Restricled technical in-
formation &bogks on electronic survelllance, sur-
velilance-devicé schematlcs, lock-picking, In-
vest]gation, weapons, identification docu-
mentis, covert sciences, ete. The best selection
avallable. Free brochures. MENTOR, (Dept. Z);
135-53 No. Blvd,, Flushing, NY 11354, |

HOLESALE MATV/CATY equipménts,-arienrid,
accessties T éanndaes, radios, speakers, cables,




e

", SINGAPORE—shopper's paradise. Get compd

nents, peripherals, books and equipment—very
cljleap.’Sen)H"re_quirem'eﬁ_ts:-B Ess BIRDS,
~-B1-47, Simlim Tower, Singapore-08200;
UNIQUE video oour;ieilmeas;rg and oounlegcou
termeasuramanual..Limited distribution. Cov
- satellite, CATV, STV, MDS, Tnformation, T985Cala-
Iog. application notes $1.00 plus 2 oz S.A.5.E..
: CAPTAIN VIDEOQ, P,O. Box 9388, Baltimore, MD
g N\ 21228. .

- . FLY'S.#1 o #692, yokes, modules, much mo
- Send.stamps 55 cents to WHOLESALE ELEC,




